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Notices
This document (including al l  rights and attachments) contains confidential  
information and intel lectual  property belonging to Q2 Software, Inc. 
Unauthorized use or reproduction of this document or of any aspect of Q2 
Software, Inc. confidential  information and/or intel lectual  property as described 
herein is expressly prohibited without the express wri tten consent of Q2 
Software, Inc.

The speci fications and information regarding the products in this guide are 
subject to change without notice. Al l  statements, information, and 
recommendations in this guide are bel ieved to be accurate but are presented 
without warranty of any kind, express or impl ied.

Users must take ful l  responsibi l i ty for their appl ication of any products. Al l  
document fi les and software are provided "as is" with al l  faults. Q2 Software, 
Inc. and i ts suppl iers disclaim al l  warranties, express or impl ied including, 
without l imitation, those of merchantabi l i ty, fi tness for a particular purpose, and 
noninfringement arising from a course of deal ing, usage, or trade practice. In no 
event shal l  Q2 Software, Inc. or i ts suppl iers be l iable for any indirect, special , 
consequential , or incidental  damages, including, without l imitation, lost profi ts 
or loss or damage to data arising out of their use or inabi l i ty to use this guide, 
even i f Q2 Software, Inc. or i ts suppl iers have been advised of the possibi l i ty of 
such damages.

© 2016, Q2 Software, Inc., a Q2 Holdings company. Al l  rights reserved. Q2 and 
mark, Q2access, Q2assist, Q2central , Q2clari ty, Q2mobile Web, the mobi le 
banking app, mobi le Remote Deposit Capture (RDC), onl ing banking, 
Q2securi ty, Q2text, and Q2voice are trademarks. Al l  other trademarks are 
property of their respective owners.
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Overview
The Unified User Experience (UUX) in onl ine banking and the mobi le banking 
app gives you the same account management experience on your desktop, 
tablet, and smartphone. The interface and features are consistent and intuitive, 
which makes managing your information simpler and faster.

Note:  For the best experience with onl ine banking on an iOS or 
Android tablet or smartphone, use the mobi le banking app instead of 
an Internet browser.

This "Retai l  Getting Started Guide" explains  common tasks in onl ine banking 
and the mobi le banking app.

To learn more information about these and other tasks, cl ick or tap Help in the 
navigation menu. You can also read the "Retai l  User Guide" for more detai led 
information.

Note:  The names of menu i tems, buttons, fields, and pages may vary 
or may not be avai lable. 

Logging in
The login process may vary depending on your financial  insti tution’s settings. 
The most common methods are:

 l A secure access code
 l A code generated by a Symantec VIP token or app

When you use a secure access code, we send a one-time code to an emai l  
address, text message number, or phone number that is on fi le for you. For even 
greater securi ty, we may configure your account to use codes from a Symantec 
VIP token.

Note:  If you do not al ready have a login ID, contact your financial  
insti tution to obtain one. 
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To log in for the fi rst time with a secure access code

 1. On the Login page, do the fol lowing:
 a. Cl ick or tap I am a new user.
 b. Enter your Login ID. 
 c. Cl ick or tap Submit. The Enter Secure Access Code page appears. 

 2. On the Enter Secure Access Code page, do the fol lowing:
 a. Cl ick or tap one of the contact methods to send a secure access code.
 b. When the code arrives, enter the code.
 c. Cl ick or tap Submit.
 d. If prompted to register the device, cl ick or tap Register Device.

 3. Enter a password, then re-enter i t in the Confi rm Password field. 
 4. Cl ick or tap Submit.
 5. Update your onl ine profi le and cl ick or tap Submit Profi le.
 6. Read the agreement on the Disclaimers page and cl ick or tap I Accept. 

When you accept the agreement, the Home page appears.

To log in for the fi rst time with a Symantec VIP token 

 1. On the Login page, do the fol lowing:
 a. Cl ick or tap I am a new user.
 b. Enter your Login ID. 
 c. Cl ick or tap Submit. The Enter VeriSign Token page appears.

 2. Locate the current code on your Symantec VIP Token and enter i t in the 
Enter Symantec VIP Token field.

Note:  You may need to wait for a new code to appear, then enter the 
second code in the Enter Second Symantec VIP Token field.

 3. Cl ick or tap Submit.
 4. Enter a Password, then re-enter i t in the Confi rm Password field. 
 5. Cl ick or tap Submit.
 6. Update your onl ine profi le, i f necessary, and cl ick or tap Submit Profi le.
 7. Read the agreement on the Disclaimers page and cl ick or tap I Accept. 

When you accept the agreement, the Home page appears.

Note:  You wi l l  only be prompted to enter a second code the fi rst 
time you use a code generated by a Symantec VIP token.
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Logging in after the first time
When you log in,  enter your login ID and password. If you use a browser or a 
device that is not registered, you must also enter a secure access code. 

To log in after the fi rst time

 1. On the Login page, enter your Login ID. 
 2. (Optional ) Select the Remember me check box to save your login ID for the 

next time that you log in. 
 3. Enter your Password.
 4. Cl ick or tap Sign In. When the connection is complete, the Home page 

appears.

To log in after the fi rst time with a Symantec VIP Token

 1. On the Login page, do the fol lowing:
 a. Enter your Login ID. 
 b. (Optional ) Select the Remember me check box to save your login ID 

for the next time that you log in. 
 c. Enter your Password.
 d. Cl ick or tap Sign In. The Enter VeriSign Token page appears.

 2. Locate the current code on your Symantec VIP Token or the VIP Access 
mobi le app and enter i t in the Enter Symantec VIP Token field. 

 3. Cl ick or tap Submit. When the connection is complete, the Home page 
appears.

Four-digit passcode
You can now set up a four-digit passcode that can be used on a mobi le device 
in l ieu of a login ID and password. 

Before enabl ing this feature on a mobi le device, you must fi rst log in to your 
mobi le banking app and fol low any multi -factor authentication (MFA) process 
your financial  insti tution requires, such as providing a secure access code. After 
successful ly logging in and registering the device, you can enable the four-digit 
passcode feature on the Securi ty Preferences page.

Note:  Only one registered user per mobi le device can enable this 
feature. If another user al ready enabled the feature, the related 
option on the Securi ty Preferences page wi l l  appear dimmed.
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Logging in with Touch Authentication
If your financial  insti tution offers the Touch Authentication feature, you can use 
i t to log in using Apple's Touch ID sensor rather than a login ID and password. 
Using Touch Authentication is a secure, fast way to access your financial  
information. 

If your Apple device has a Touch ID sensor and is operating on iOS 8 or later, 
you can log in by using your fingerprint. Only one fingerprint can be registered 
to an account. The fingerprint is encrypted and stored on the iOS device only 
and is not made avai lable to any other service providers, including the financial  
insti tution.

Caution:  You must set up Touch ID on your device before logging in. 
See https://support.apple.com for more information on setting up 
Touch ID on your device and scanning a fingerprint for the fi rst time.

To enable Touch Authentication settings

 1. On the Login page, do the fol lowing:
 a. Enter your Login ID.
 b. (Optional ) Select the Remember me check box to save your login ID 

for the next time that you log in.
 c. Enter your Password.
 d. Tap Sign In. When the connection is complete, the Home page 

appears.
 2. Tap Settings > Securi ty Preferences. The Securi ty Preferences page 

appears.
 3. In the Touch ID row, tap On to enable Touch ID. The Touch ID page 

appears.
 4. Cl ick Continue. The Touch Authentication page appears.
 5. On the Touch Authentication page, do the fol lowing:

 a. Enter the Login ID.
 b. Enter the Password.
 c. Tap Authorize to final ize changes. The Touch Authentication page 

appears.

To log in with Touch Authentication

 l On the Login page, do the fol lowing:
 o Touch the Home button with your enrol led finger. If Touch ID doesn't 

recognize your finger, a message wi l l  prompt you to touch the button 
again.

https://support.apple.com/en-us/HT201371
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 o (Optional ) Select the Remember me check box to save your login ID 
for the next time that you log in. When the connection is complete, 
the Home page appears.

Note:  After five fai led attempts, you'l l  be given the option to enter 
the password for your Apple account. You wi l l  also have to enter your  
password after you restart your device, or enrol l  or delete 
fingerprints.

Disabling  Touch Authentication
If you want to stop using Touch Authentication to log in, you must change the 
Touch Authentication settings. After changing the settings, you can use a login 
ID and password to access the si te.

To disable Touch Authentication

 1. On the Login page, touch the Home button with your enrol led finger. If the 
Touch ID sensor does not recognize your finger, a message wi l l  prompt you 
to touch the button again. The Home page appears.

 2. Cl ick or tap Settings > Securi ty Preferences. The Securi ty Preferences page 
appears.

 3. In the Touch ID row, cl ick or tap Off to turn off Touch ID. A message 
appears asking for confi rmation.

 4. Cl ick or tap Yes to confi rm the setting. The Securi ty Preferences page 
appears.

Using the menu
You can use the options in the navigation menu to change settings, manage 
secure messages, review onl ine transactions, search onl ine transactions, pay 
bi l ls, and use other services. 

In onl ine banking, the navigation menu is always avai lable to the left of or 
above the Account Overview. 

On a tablet or a smartphone, the navigation menu does not always appear. Tap 
the Menu button or swipe from the left edge of the screen to show it. Tap the 
Menu button again or swipe to the left edge of the screen to hide i t.
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Viewing account details
The Account Detai ls page includes information about the account and detai ls of 
up to 100 transactions at a time.

A transaction can appear on the Account Detai ls page or the Activi ty Center 
page, or both, depending on the transaction status and how you created i t. You 
can view transactions and transaction detai ls on the fol lowing pages:

Page Includes

Account 
Detai ls

Al l  posted and pending transactions in an account, including:

 l Checks and deposits
 l Transactions at branches and ATMs
 l Bil l  payments
 l Transfers

Activi ty 
Center

Transaction types wi l l  vary depending on your configuration. 
Transaction types that you create in onl ine banking and the mobi le 
banking app may include:

 l Transfers
 l Stop payment requests
 l Address change requests
 l Check reorders
 l Deposited checks

Viewing transactions

To view account detai ls

 l On the Home page, cl ick or tap the account name. The Account Detai ls 
page appears.

To view account detai ls using enhanced Quick Actions

 1. On the Home page, cl ick the two vertical  bars on the desired account. If 
using the mobi le banking app, sl ide the vertical  bars to the left. 

 2. Cl ick or tap View Activi ty. The Account Detai ls page appears. 
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To view additional  transactions

 l On the Account Detai ls page, do one of the fol lowing:
 o Click or tap the next icon ( ) at the bottom of the page to view the 

next set of transactions.
 o Click or tap the previous icon ( ) at the bottom of the page to view 

the previous set of transactions.

Note:  You wi l l  only see the next and previous icons i f there are 
more than 100 transactions related to the account you are 
viewing. 

To view transaction detai ls

 l On the Account Detai ls page, cl ick or tap the transaction. Cl ick or tap the 
transaction again to hide the detai ls. 

To fi l ter transactions

 1. On the Account Detai ls page, cl ick or tap Fi l ters.
 2. Do one or more of the fol lowing:

 o Select a date range from the Time Period drop-down l ist. If you select 
a custom date, speci fy dates in the Start Date and End Date 
calendars. 

 o Select the type of transaction from the Transaction Type drop-down 
l ist. 

 o Enter the minimum and maximum amounts for the transaction in the 
Min Amount and Max Amount fields. 

 o Specify a check number range in the Check# fields.
 o (Optional ) If avai lable, select a Category. 

 3. Cl ick or tap Apply Fi l ters.

To close the Account Detai ls page

 l On the Account Detai ls page, do one of the fol lowing:
 o Click or tap the previous icon ( ) next to the account at the top of the 

screen.
 o Click or tap Home.
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Viewing transactions on the Activity Center 
page
The Activi ty Center page includes al l  transactions that you create in onl ine 
banking and the mobi le banking app, including recurring transactions. You can 
use the Activi ty Center to view or cancel  a transaction that has not completed 
processing. After a transaction is posted to your account, i t also appears on the 
Account Detai ls page.

To view transactions on the Activi ty Center page

 1. In the navigation menu, cl ick or tap Transactions > Activi ty Center. The 
Activi ty Center page appears.

 2. (Optional ) Cl ick or tap the transaction. The transaction expands to show 
the detai ls.

Searching for a transaction on the Activity Center 
page
When searching transactions in Activi ty Center, you can search across multiple 
types of information, not just the transaction description.  Search examples 
include:

Keywords Search result

Transactions over 
$25

Al l  transactions that are at least $25.01, regardless of 
type, appear.

Federal  Reserve 
Automated Clearing 
House (ACH) 

Any ACH transactions, including ACH Payment, ACH 
Payments, ACH Single Receipt, ACH Col lections, and 
ACH PassThru, appear.

Tracking #23489 The transaction with tracking ID #23489 appears.

Search examples

On the Activi ty Center page, you can search for a transaction in the fol lowing 
ways:

 l Typing keywords in the Search transactions field
 l Using the Fi l ters option to fi l ter transactions by certain fields 
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Note:  The exact appearance of the search fields may vary depending 
on your configuration.

To search for a transaction

 1. In the navigation menu, cl ick or tap Transactions > Activi ty Center. The 
Activi ty Center page appears. 

 2. Enter text in the Search transactions field.
 3. Cl ick or tap the magnifying glass icon or press Enter. The results display al l  

matching payments and transfers.

To search with Basic search

 1. In the navigation menu, cl ick or tap Transactions > Activi ty Center. The 
Activi ty Center page appears. 

 2. Cl ick or tap Show Basic. The Basic search detai ls appear.
 3. Use the Fi l ters button to speci fy the values to include in the search. 
 4. Cl ick or tap the magnifying glass or press Enter. 
 5. In the search results, cl ick or tap on a transaction for additional  detai ls. 

The results of a Basic search include transactions that match al l  of the 
search conditions.

To save a favori te search

 1. In the navigation menu, cl ick or tap Transactions > Activi ty Center. The 
Activi ty Center page appears. Cl ick or tap the Search transactions field.

 2. In the Search transactions field, enter your search text.
 3. On the Activi ty Center page, cl ick or tap the Favori tes drop-down l ist. 

Note:  To view the Favori tes drop-down l ist, the Show Advanced 
option must be enabled. 

 4. Cl ick or tap Save As New to save the search.
 5. In the Save Search window, enter a name for the favori te and cl ick or tap 

Save Search.
 6. In the success message, cl ick or tap Close. The search result is saved and 

can be accessed later.

To repeat a favori te search

 l On the Activi ty Center page, cl ick or tap Favori tes and cl ick or tap the 
favori te search that you want to use. The search results appear. 
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Sorting transactions
On the Account Detai ls page and the Activi ty Center page, the direction of the 
triangle icon in the column headings indicates the sort order.  Pending 
transactions are always grouped together at the top of the l ist. 

Note:  The Balance column does not appear unless you sort by date.

To sort transactions

 1. On the Account Detai ls page or the Activi ty Center page, cl ick or tap one 
of the fol lowing column headings to change the sort order:

 o Date
 o Description
 o Amount

 2. Cl ick or tap the same column heading again to change the sort order 
between ascending and descending. 

Adding a payee
You can use the Bi l l  Pay page to add a bi l l  payment payee. You must enter 
detai ls such as contact information and the payee account number.

You must enrol l  in Bi l l  Pay before you can add a payee. Contact your financial  
insti tution for information about enrol l ing.

To add a bi l l  payment payee

 1. In the navigation menu, cl ick or tap Transactions > Bi l l  Pay. 
 2. Cl ick or tap Advanced > Add a Payee. 
 3. On the Add Payee page, do the fol lowing:

 a. Enter the name of the payee in the Name field.
 b. Select the type of payee from the Payee Type drop-down l ist. 
 c. (Optional ) Enter a nickname for the payee in the Payee Nickname 

field. 
 d. Enter the Address for the payee. The address can include up to three 

address l ines, along with the required City, State, and ZIP.
 e. Enter the Area Code and Phone for the payee. 
 f. Enter the account number in the Payee Account # field.

 g. Cl ick or tap Save.
 4. When the success message appears, cl ick or tap Close. The Bi l l  Pay page 

appears with the new payee l isted.
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Tip:  Payment options vary depending on the Payee Type. If you 
select the Individual  Payee Type, you can enter an optional  Payment 
Type and Payee Account #. If you select Company Payee Type, there 
is no Payment Type, but a Payee Account is required.

Paying a bill
You can use the Bi l l  Pay page to select a payee and pay a bi l l .

To pay a bi l l

 1. In the navigation menu, cl ick or tap Transactions > Bi l l  Pay.
 2. On the Bi l l  Pay page, browse or search for the payee that you want to pay 

and cl ick or tap the payee name that you want to pay.
 3. On the Bi l l  Pay page, do the fol lowing:

 a. Cl ick or tap From, and cl ick or tap the account from which you want 
to make the payment.

 b. In the Amount, speci fy the amount that you want to pay, and cl ick or 
tap Save.

 c. In the Del ivery Method l ist, cl ick or tap the del ivery method.
 d. In the Date calendar, cl ick or tap the date to pay the bi l l .

 4. Cl ick or tap Send Payment to schedule the payment.
 5. On the status page, cl ick or tap Close.

Transferring funds
You can transfer funds between accounts at the same financial  insti tution.   

To transfer funds

 1. In the navigation menu, cl ick or tap Transactions > Transfers. The Funds 
Transfers page appears. 

 2. On the Funds Transfer page, in the From drop-down l ist, select the account 
from which you want to transfer funds.

 3. In the To drop-down l ist, select the account to which you want to transfer 
funds.

 4. In the Amount field, enter the amount to transfer.
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 5. (Optional ) Select the Make this a recurring transaction check box. The 
Schedule Recurring Transfer fields expand. 

 a. Cl ick or tap a transaction frequency.
 b. Select a Start Date and End Date from the calendar, or cl ick or tap 

Repeat Forever. 
 6. Cl ick or tap the Date field, and then select the date that you want the 

transfer to occur. 

Note:  The date selected is the date you want the transfer to be 
processed, not the date the funds wi l l  become avai lable. 

 7. (Optional ) Enter information about the transfer in the Memo field. 
 8. Cl ick or tap Transfer Funds. The Transaction Authorized message appears 

and confi rms that the transfer was processed or wi l l  be scheduled to 
process.

 9. Cl ick or tap Close to set up another transfer, or cl ick or tap View in 
Activi ty Center to review the transfer. 

Note:  You can set up a recurring transfer to start today.

Depositing a check
You can use the mobi le banking app to deposit a check into your account.

To deposit a check

 1. In the navigation menu, tap Transactions > Deposit Check. The Deposit 
Check page appears.

 2. On the Deposit Check page, select the account, and enter the Check 
Number and Amount.

 a. In the To account l ist, tap the account that you want to deposit the 
check into. 

 b. (Optional ) In the Enter the check number area, tap to enter the 
number of the check, and tap Set. 

 c. In the Enter the check amount area, tap to enter the amount of the 
check, and tap Set. 

 3. Tap Capture image. The Image Capture page appears. 
 4. On the Image Capture page, use your device to take a picture of the front 

and back of the check, and tap Submit Deposit. Guides on the screen help 
you al ign the check for the image. 
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Tip:  If the image of the check is blurry, you can tap Retake Front or 
Retake Back to take a new picture.

 5. Tap Close. The check appears in the Submitted tab in the Deposit Check 
History l ist.

Personal financial management
If offered by your financial  insti tution, personal  financial  management (PFM) 
al lows you to budget and manage your finances by aggregating al l  of your 
accounts across multiple financial  insti tutions so that you can see balances and 
transactions al l  in one place, on any device. It includes key elements of 
traditional  PFM tools that you can leverage to analyze account usage. With 
PFM, you no longer need to leave the safety and famil iari ty of your onl ine 
banking system to monitor al l  of your accounts. 

Note:  These features may or may not be accessible, depending on 
your financial  insti tution's configuration. 

Using personal financial management widgets
You can use PFM to view al l  of your accounts in one place so you can manage 
your spending and debts, calculate your net worth, and see spending trends 
over speci fic time periods. Several  l inks appear at the top of the Home page, 
such as Net Worth and Budget. You can cl ick those l inks to display visual  
representation of your financial  data, known as "widgets." 

Each widget is interactive and displays di fferent information:

 l Net Worth – Al lows you to see the total  value of al l  internal ly-held and 
l inked accounts to view your net worth over time.

 l Budget – Helps you set budgets for each spending category and track 
progress towards those categories each month.

 l Spending – Enables you to see a visual  representation of how you are 
spending your money over a period of time.

 l Trends – Bui lds even further on your budgeting categories to help track 
spending over time as compared to income. 
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 l Debts – Al lows you to see al l  of your debt accounts in one place and to 
calculate how making additional  payments, or paying off your debt 
completely, can impact your debt over time. 

Note:  Only the Budget and Spending widgets are avai lable on a 
smartphone, and functional i ty is l imited. 

Enrolling in PFM
Before you can use the PFM feature, you must fi rst enrol l  in PFM. 

To enrol l  in PFM

 1. On the Login page, enter your Login ID and Password. A PFM Agreement  
appears. 

 2. On the disclaimer page, read the PFM Agreement, then cl ick or tap Agree 
or Later. If you select Agree, al l  PFM functional i ty on the Home page is 
enabled. If you select Later, you wi l l  be able to see the PFM widgets, but 
functional i ty wi l l  be disabled unti l  you accept the PFM Agreement. 

Note:  You  only need to enrol l  in the PFM service once.

Linking accounts
Linking accounts held at external  financial  insti tutions al lows you to manage 
your finances by seeing balances and transactions al l  in one place, on any 
device. Link your credit cards, loans, checking, and savings accounts from other 
financial  insti tutions one time, and PFM keeps your view updated so you always 
see accurate balances and recent transactions.

To l ink an  account

 1. On the Home page, cl ick Link Account. A l ist of frequently chosen financial  
insti tutions appears. 

 2. Select a financial  insti tution by either:
 o Clicking or tapping  the financial  insti tution’s name or logo. 
 o Typing the name or URL of the financial  insti tution in the Search box. 

As you type, a l ist of matching financial  insti tutions appears from 
which you can select the appropriate match. 



Reta i l Get t i ng Sta r ted Guide 18
10-2167-03

 3. To l ink an account, provide credentials for the account(s) held at the 
external  financial  insti tution, then cl ick Continue. If the account requires 
multi -factor authentication (MFA), you wi l l  be prompted to supply the 
additional  information, such as a secure access code.

 4. Al l  accounts are visible by default. Cl ick or tap the Hidden/Visible toggle 
for each account  that you want to hide from the summary of accounts 
section of the Home page and in the widgets.

Note:  If account aggregation is delayed (for example, due to a slow 
server), you can continue adding more accounts whi le aggregation 
continues in the background. 

 5. (Optional ) Repeat steps 2 through 4 to l ink more accounts held at other 
financial  insti tutions. 

 6. Cl ick Continue.

After you l ink accounts, they appear in a Linked Accounts group on the Home 
page, providing a ful l  financial  picture. You can reorder and group accounts, as 
necessary. 

Aggregated accounts
There are many types of onl ine banking accounts, and not al l  are compatible 
with common aggregation methods. PFM uti l izes multiple aggregation sources 
and uses an aggregation engine to provide the best possible coverage. 

Note:  You can only l ink accounts from domestic, U.S.-based financial  
insti tutions.

Categorizing transactions
Transactions for your internal  accounts and  l inked accounts are automatical ly 
categorized to help you accurately monitor your spending and track  your 
budgets.  In some cases, you may choose to modify the automatical ly-selected 
category. You can also modify transaction descriptions, edit, or spl i t transaction 
categories, and create new subcategories. 
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To categorize a transaction

 1. On the Home page, cl ick or tap an account. The Account Detai ls page 
appears. 

 2. Cl ick or tap a transaction. The transaction summary appears.
 3. In the Category section, cl ick or tap the edit icon ( ). The Categorize 

sidebar appears.

Note:  You can also cl ick or tap on the category icon without 
expanding the transaction detai l

 4. Select a category to assign the transaction. 
 5. (Optional ) In the Onl ine Description section, cl ick the edit icon ( ) to 

change the description of the transaction. 

Note:  Editing the description only changes the description within 
onl ine banking, not in paper or e-statements. 

To add a subcategory

 1. On the Home page, cl ick or tap an account. The Account Detai ls page 
appears. 

 2. Cl ick or tap the category icon next to a transaction. The Categorize 
sidebar appears. 

 3. On the Categorize sidebar, do the fol lowing:
 a. Cl ick or tap the expand arrow ( )on the parent category. 
 b. Cl ick or tap +Add Sub-Category. 
 c. Enter the name of the new subcategory. 
 d. Cl ick or tap the check mark button. 
 e. Cl ick or tap the new subcategory to assign i t to the transaction. 

Note:  Default parent categories and subcategories cannot be edited. 
However, you can rename personal ly-created subcategories by 
cl icking the edit icon ( ) next to the subcategory name.

Note:  Cl ick the Delete icon ( ) next to a personal ly-created 

subcategory to delete i t.
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Reading a secure message
You can use the Conversations page to read secure messages in onl ine banking 
and the mobi le banking app. 

When you have unread messages, the number of unread messages appears on 
the Conversations i tem in the menu. In the Inbox, the subject l ines of unread 
messages are bold.

To read a secure message

 1. In the navigation menu, cl ick or tap Conversations. The Conversations 
page appears.

 2. Do one of the fol lowing:
 o If the Inbox appears, cl ick or tap the message that you want to read. 

The original  message and al l  related repl ies appear.
 o If the Inbox does not appear, cl ick or tap Inbox, and cl ick or tap the 

message that you want to read. The original  message and al l  related 
repl ies appear.

Note:  The Inbox option only appears on mobi le devices. 

Tip:  You can save important conversations by cl icking or 
tapping a message and then cl icking or tapping This message 
should never expire in the message detai l  area.

Creating a secure message
You can create a secure message in onl ine banking or the mobi le banking app. 

To create a secure message

 1. In the navigation menu, cl ick or tap Conversations. 
 2. Cl ick or tap New Conversation. 
 3. From the With drop-down l ist, cl ick or tap a Recipient .
 4. In the Subject field, enter a subject.
 5. In the Message field, enter the message. 
 6. (Optional ) If you want to attach a fi le to the message, cl ick or tap the 

Supported Attachments icon ( ). In the Open dialog box, select a fi le to 
attach to the message, and cl ick or tap Open.

 7. When your message is complete, cl ick or tap Send. 
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Creating an alert
When you create an alert, i t takes effect immediately and stays in effect unti l  
you disable or delete i t. You can set an alert to occur immediately. Alert types 
may vary according to your settings and may include: 

 l Date alerts
 l Account alerts
 l History alerts
 l Insufficient funds alerts
 l Transaction alerts

Del ivery methods may include:

 l Secure message
 l Emai l
 l Phone
 l SMS/Text message

If you miss an alert del ivered by emai l , you may need to change settings or 
double-check the Messages inbox. If you don't see an emai l  alert, check your 
junk emai l  folder. If your alert was del ivered there, configure your mai l  settings 
to al low messages from our emai l  address.

Tip:  If you miss an alert, our alert system wi l l  leave a voicemai l  
message. If you did not receive a phone cal l , check your message 
mai lbox under the Messages menu to confi rm receipt. If there is no 
alert in the secure mai lbox, confi rm that the alert is enabled.

To create an alert

 1. In the navigation menu, cl ick or tap Settings  > Alerts. The Alerts page 
appears. 

 2. In the New Alert drop-down l ist, cl ick or tap the alert type that you want 
to create. The New Alert page appears. 

 3. Cl ick or tap an alert type.
 4. Enter the required information to set up the alert. 
 5. Select an option from the Select a del ivery method drop-down l ist:

 o Click or tap Secure Message Only to send the alert as a Secure 
Message. The alert is sent immediately when i t is generated. You must 
be logged in to read the alert.
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 o Click or tap Emai l  to send the alert as an emai l . Enter the emai l  
address where you want to send the alert. The alert is sent 
immediately when i t is generated.

 o Click or tap Phone to send the alert as a telephone cal l . 
 o Click or tap the country from the country drop-down l ist, then 

enter the phone number to cal l . 
 o Enter the time to cal l . You can set this to occur immediately. 

 o Click or tap  Text Message to send the alert as a text (SMS) message. 
 o Click or tap the country.
 o Enter the phone number.
 o Enter the time to send the message or select the Send 

Immediately check box, then select the Agree to Terms check 
box. 

 6. (Optional ) Select the Every Occurrence check box to repeat the alert every 
time that the trigger occurs.

 7. Cl ick or tap Save.
 8. In the success message, cl ick or tap Close. The new alert appears on the 

Alerts page.

Note:  When you select Every Occurrence, a Transaction alert is sent 
every time the conditions match.

Configuring security alerts
Securi ty alerts inform you immediately when a securi ty-related event occurs, 
such as a fai led password attempt. Some securi ty alerts are required. In the l ist 
of securi ty alerts, required alerts are dimmed. You can enable or disable 
optional  securi ty alerts. The avai lable securi ty alert types vary, depending on 
your account type.

Use the Alerts page to configure securi ty alerts. Alert preferences only affect the 
securi ty alerts.

To enable or disable optional  securi ty alerts

 1. In the navigation menu, cl ick or tap Settings > Alerts. The Alerts page 
appears.

 2. Cl ick or tap Securi ty Alerts. The l ist of avai lable alerts appears.
 3. Do one of the fol lowing:

 o To enable an alert, cl ick or tap On.
 o To disable an alert, cl ick or tap Off.

 4. On the Save Alert page, cl ick or tap Close to return to the Alerts page.
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To edit securi ty alert del ivery preferences

 1. In the navigation menu, cl ick or tap Settings > Alerts. The Alerts page 
appears.

 2. Cl ick or tap Securi ty Alerts. 
 3. Cl ick or tap Edit Del ivery Preferences. The Del ivery Preferences page 

appears.
 4. Enter the E-mai l  Address, Phone Number, or SMS Text Number where you 

want to receive securi ty alerts. Do at least one of the fol lowing:
 a. In the E-mai l  Address field, enter the emai l  address to receive 

securi ty alerts.
 b. In the Phone Number area, select the destination from the Country 

drop-down l ist and enter the phone number and extension to cal l  in 
the Area Code and Phone Number fields.

 c. In the SMS Text Number area, select the destination country from the 
Country drop-down l ist, and enter the phone number to send the 
message to in the Area Code and Phone Number fields.

 5. On the Del ivery Preferences page, cl ick or tap Save. A success message 
appears.

Changing security preferences
You can use the Securi ty Preferences page in Settings to change your password 
and to update your secure del ivery contact information. We only send a secure 
access code (SAC) to a known secure del ivery contact. The SAC helps protect 
your account i f your Login ID and password are ever lost or stolen, or i f you 
forget your password. 

To change your password

 1. In the navigation menu, cl ick or tap Settings > Securi ty Preferences.
 2. Cl ick or tap Change Password and enter your existing password and new 

password.
 3. Cl ick or tap Change Password. When the change is complete, a success 

message appears.
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To update your secure del ivery contact information

 1. In the navigation menu, cl ick or tap Settings > Securi ty Preferences.
 2. Cl ick or tap Secure Del ivery.
 3. Cl ick or tap one of the fol lowing:

 o New Emai l  Address
 o New Phone Number
 o New SMS Text Number

 4. Enter the new contact information.
 5. Cl ick or tap Save.

Note:  If the Secure Del ivery option does not appear, contact your 
financial  insti tution for assistance. 

Finding a branch or ATM
When you search for a location, your browser or device may ask for permission 
to access location information. If your location is avai lable, branches or ATMs 
are sorted by their distance from you. If your location is not avai lable, a default 
l ist of branches and ATMs appears.

To find a branch or ATM location

 1. In the navigation menu, cl ick or tap Branches. 
 2. Do one of the fol lowing:

 o To view branches, cl ick or tap Branches.
 o To view ATMs, cl ick or tap ATMs.

 3. On the Branches page, do one  of the fol lowing:
 o Tap and drag, or use your mouse to scrol l  or zoom in and out of the 

map.
 o Browse the locations l ist.
 o Click or tap the Search branches field and enter a branch name, street 

address, ci ty, state, or ZIP code to search.
 o Click or tap a location for more information about the branch or ATM.
 o (Optional ) In the location detai ls, cl ick or tap Get Directions for 

directions to the branch or ATM.
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For more information
This "Retai l  Getting Started Guide" describes basic and common concepts and 
tasks in onl ine banking and the mobi le banking app. For more detai led 
information regarding the Retai l  product, see the "Retai l  User Guide" or visi t 
the onl ine help. 
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